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BACKGROUND 

Rwanda Utilities Regulatory Authority (RURA) is a multi-sector regulator with the 

mandate to regulate certain public utilities including Telecommunications, 

information technology, broadcasting, Postal Services and £-Commerce, Electricity 

and Renewable Energy, Gas and Downstream Petroleum, Water Supply, Sanitation, 

Transport of Persons and goods, Nuclear and Radiation Protection and Other public 

utilities, if deemed necessary. 

To fulfill its mission, RURA wishes to recruit competent and skilled staff to fill in the 

following positions: 

1. Chieflnternal Auditor (1)

JOB DETAILS: 

Title: Chief Internal Auditor 

Reporting to: Regulatory Board 

Level: C 

Qualification: Masters in Finance, Accounting with ACCA, CPA, CIA and 3 years working 

experience in the related field 

Or 

Bachelor's degree in Finance, Accounting with ACCA, CPA, CIA and 5 years working experience in 

related Field. 

Key Duties and Responsibilities; 
• Establish and monitor strategic and plans of the internal audit activity, consistent with the

organization's goals and based on risk;

• Ensure that the Audit unit is managed to optimize audit coverage with RURA; and such that

the audit plans is achieved;

• Communicate the internal audit activity's plans and resource requirements to management of

the authority and the audit committee for review and approval;

• Ensure that internal audit resources are appropriate, sufficient, and effectively deployed to

achieve the approved plan;
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• Establish policies and procedures to guide the internal audit activity, review and update them

periodically;

■ Coordinate internal audit activities, including special assignments as requested by Management

or Regulatory Board, to ensure proper coverage and minimize duplication of efforts;

• Report periodically and when need arises to the Authority's Management and the Audit

Committees on the internal audit activity's purpose, authority, responsibility, and performance

relative to its plan;

• Coordinate audit exercise on financial management of the Authority

■ Audit on Assets of the Authority

• Preparation of long-term audit plans having regard to appropriate measures of risks;

Required competencies: 

• Up-to-date knowledge of internal audit issues and trends especially risk based internal
auditing;

• Knowledge of internal audit standards and best practices

• Knowledge of financial and audit standards, HR & Financial Regulations and Procedures;

• Knowledge of procurement regulations and procedures;

• Knowledge of business and purchasing practices;

• Financial and management accounting;

■ Public sector financial management;

• Knowledge of accounting principles and practices and financial data reporting;

• Report writing & presentation skills, Leadership skills;

• Communication skills, Negotiation and influencing skills;

• Planning and organization skills;

• Ability to identify Risks and communicate to management

Knowledge of internal controls 
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JOB DETAILS 

Title: Solid Waste Management Officer 

Reporting to: Senior Manager. Water and Sanitation 

Level: F 

Qualification; 

Master's Degree in Civil Engineering, Sanitary Engineering, Environmental Engineering or management, 
waste management or related fields with 2 years' experience in any sanitation. Or 
Bachelor degree in Civil engineering, Bachelor degree in sanitary engineering, Environmental engineering 

with 5 years' experience in sanitation related field 

Key Duties and Responsibilities; 

■ Provide technical inputs in the formulation of policy, laws and strategies for solid waste service

provision;

■ Develop relevant regulations for sound solid waste management service provision;

■ Review and update the entire licensing process including application, terms and conditions of the

licenses for the provision of solid waste services;

■ Assess the license applications in accordance with established regulations;

■ Initiate reporting framework for solid waste management service providers and ensure its

execution;

■ Define performance indicators for solid waste service provisions and monitor coverage and access

of the demand and advise on development;

■ Analyse the reports and data from service providers to ensure compliance with standards and

regulations and report on their performances;

■ Provide technical support in setting up tariffs for regulated sanitation services;

■ Monitor and evaluate the performance of licensed service providers in solid waste services;

■ Advise on the development of national standards relating to environment and sanitation;

■ Initiate any enforcement process required for breaching laws and regulations in solid waste service

provision;

■ To review technical viability of new solid waste development projects;

■ Organize meetings, trainings and workshops with service providers for better service provision;

■ To undertake any other duties as assigned by the supervisor.

11. Programmer Analyst Officer (1)

JOB DETAILS: Programmer Analyst Officer 
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Title: Programmer Analyst Officer 

Reporting to: Senior Manager, Information Systems

Level: F 

Qualification: Masters in Computer Sciences, Information Technology and Information Systems 
Management 
Or 

Bachelor's Degree in Computer Sciences, Information Technology, with 2 year working experience; 

Key Duties and responsibilities; 
■ Review, analyse, design and/or develop programs and applications with the aim of improving

business efficiency and productivity;

■ Work closely with the third-party developing applications for RURA during both the reporting and

implementation phases;

■ Modify, develop and implement software-programming applications and software products;

■ Conduct Joint-Application Design (JAD) sessions with end-users and develop system requirements

for applications to be used by RURA;

■ Perform systems and applications testing using known standards of Software Development Life

Cycle (SDLC);

■ Convert project specifications and procedures into detailed logical flow charts for coding into

computer language;

■ Provide technical supports and upgrades for existing applications business-logic and font-end tiers;

■ Perform applications interconnection, integration and inter-operation from 2nd layer of SDLC to

meet current business needs and practices regardless their different programming languages;

■ Customize the application development platforms and Enterprises Resource planning where

deemed required;

■ Enforce applications security measures and implement software applications policies;

■ Oversee the installation and documentation of new applications;

■ To liaise with DBA/DBD to make sure applications are performing their expected procedures;

■ Act as liaison between the RURA and any third-party developing applications for RURA;

■ Mapping and documenting interfaces between legacy and new systems;

■ Identifying options for potential solutions and assessing them for both technical and business

suitability;

■ Conducting requirements analysis and preparing specific proposals for modified or replacement

systems;
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■ Producing project feasibility and costings report;

■ Working closely with DBD/DBA, third party and end-users to ensure systems technical

compatibility and users' satisfaction;

■ Drawing up, supervising and documenting testing schedule for any developed applications;

■ Overseeing implementation of a new system including source codes migration;

■ Supporting users on change control and system updates;

■ Providing training and user manuals to users of a new systems;

■ Assists System Administrator and Database Administrator to backup systems applications;
■ Performs any other related duties as assigned by the Supervisor

Required competencies: 

■ Ability to lead the development /adoption and collaboratively enforce comprehensive ICT 

guidelines, regulations, policies and standards.

■ Broad and current understanding ofICT/Telecom trends, security risks and controls

■ Knowledge of standards, procedures, and applications used to protect the confidentiality, integrity 

and availability of information and information systems.

■ Demonstrated familiarity with the security features and functions of common operating systems

■ Understanding of emerging security issues, risks, and vulnerabilities

■ Demonstrated ability to identify emerging computer-based technology that has potential for 

exploitation by adversaries

■ Understanding of products and nomenclature of major IT security vendors and how differences 

affect exploitation/vulnerabilities

■ Explain basic concepts, terminology, and operations of a wide range of communications media

■ Ability to describe transmission methods and jamming techniques that enable transmission of 

undesirable information, or prevent installed systems from operating correctly

■ Ability to describe the communications protocols used in Operation Technology architectures, 

with their relative pros and cons

■ Knowledge in ICT, Computing Systems, Computer Architecture, Databases, Management 

Information Systems, Software Engineering, ICT Security,

■ Knowledge to research and analyze technology problems, issues, and program requirements

■ Knowledge of computer hardware/software technologies.

Professional certification/qualification/Skills/requirements:
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• Have worked on at least 2 digitization projects as software developer, analyst, programmer; Familiar 
at professional with  (.NET), LAMP/WAMP Framework, Certified Java Programming, Zend 
Certified, Advanced Python Programming Training,  API development ( Applications Integration ); 
MCITP or such certifications is an advantage.
 

12. System Administrator Officer (1)

JOB DETAILS: System Administrator Officer 

Reporting to: Senior Manager Information Systems 

Level: F 

Qualifications: Masters in Computer Sciences, Information Technology, Information Systems 

Management, Information Security or any other relevant field 

Or 

AO in Computer Sciences, Information Technology, with 2 year working experience or any other relevant 

field; 

Key Duties and Responsibilities: 

• Managing all process of authentication and authorization of active directory services

• Administration of all systems including Unix, Linux, Mac and windows operating systems.

• Virtualization environment installation, administration and maintenance

• Storage management

• Management of printing systems

• Monitor SLAs and manage the access control right of the third party to RURA Information

Resources infrastructure;

• Monitor vendor delivery of Service Level Agreements and ensure that technical specifications are

up to date and strictly compatible to existing system;

• Participate in design and implementation of RURA's Business Continuity Plan (BCP) and Disaster

Recovery Plans (DRP) solution.

• Provide technical direction for the development, design and integration of systems

• Administrate disaster recovery systems

• Monitor and ensure the data centre safety and operation;

• Backup and restoration management

• Administration of activities and processes of servers and storage maintenance

• Participate in the implementation and maintenance of the IT strategy;

• Provide technical advice to management and staff on information technology issues;
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■ Keep abreast with technological trends and changes

■ Performs any other related duties as assigned by the Supervisor;

Required competencies: 
■ Ability to lead the development /adoption and collaboratively enforce comprehensive ICT

Guidelines, Regulations, policies and standards.
■ Broad and current understanding ofICT/Telecom trends, security risks and controls
■ Proficient in computer networks and Internet technologies
■ Knowledge of standards, procedures, and applications used to protect the confidentiality, integrity

and availability of information and information systems.
■ Knowledge of Information Technology (IT) Architecture;
■ Computer networking concepts and protocols, and network security methodologies
■ Demonstrated familiarity with the security features and functions of common operating systems
■ Understanding of emerging security issues, risks, and vulnerabilities
■ Demonstrated ability to identify emerging computer-based technology that has potential for

exploitation by adversaries
■ Demonstrated skill in applying and incorporating new and emerging cybersecurity technologies and

trends into proposed solutions
■ Understanding of products and nomenclature of major IT security vendors and how differences

affect exploitation/vulnerabilities
■ Explain basic concepts, terminology, and operations of a wide range of communications media
■ Ability to describe transmission methods and jamming techniques that enable transmission of

undesirable information, or prevent installed systems from operating correctly
■ Ability to describe the communications protocols used in Operation Technology architectures, with

their relative pros and cons
■ Demonstrate ability to produce copies of all data or information used in or generated by the

organization
■ Demonstrate experience of working closely with JCT Application Service providers
■ Knowledge in ICT, Computing Systems, Computer Architecture, Computer Networking,

Databases, Management Information Systems, Software Engineering, JCT Security,
■ Knowledge of Rwanda's ICT Policies and strategies as well as National ICT Policy
■ Knowledge to research and analyze technology problems, issues, and program requirements.

13. Legal Translation Officer

JOB DETAILS: 

Title: Legal Translation Officer 
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Professional certification/qualification:
 
CCNA or CCNA Security; MCP or MCSA Preferred); MCSE(Added advantage); CEH (Added advantage); 
Storage Certified Professional (Added advantage); VMware (Added advantage); Linux Certified (Added 
advantage); Knowledge on ISO 27001;













Professional certification/qualification/Skills/requirements:

To have worked in electrical domestic or project installation at least on 3 projects; Proven 
experience and skills in electronic hardware equipment repair and troubleshooting; CCNA, N+ or 
related skills (Added advantage); A+ (Added advantage); 



































■ A photocopy of Identity Card

■ Names and contact details (phone and email) of three referees.

■ Copy of medical certificate for fitness.

■ Copy of clearance for criminal record

Interested and qualified candidates are required to apply online on the following 

link: https://www.rura.rw/recruitment not later than 22/03/2022 at 05:00 pm local 

time 

Women are highly encouraged and highly recommended to for these positions. 

Done at Kigali, 07 /03/ 2022 

Eng. eo 

Ag. Director General 
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